=" UNITED INDIA INSURANCE COMPANY LIMITED
HEAD OFFICE
ENTERPRISE RISK MANAGEMENT DEPARTMENT

WHISTLE BLOWER POLICY

1. Preamble

1.1United India Insurance Co Ltd is committed to thghlest standards of ethics,
integrity & professionalism in all the activities &perations that it conducts and
has defined systems and procedures in place.
1.2The Company encourages an open and transparergnsyst working and
dealings between the employees, policyholders aathlmers of general public
coming into contact with the Company.
1.3The Company has adopted a Whistle Blower Policy,clwhoutlines the
Company’s commitment to ensure that all directeraployees, and parties in a
direct contractual/ fiduciary relationship with t®mpany or any other person,
are able to raise concerns regarding any seriaegularities or any unfair
practice or any event of misconduct or any illegativity occurring in the
Company.
1.4The Policy will ensure that
1.4.1 whistle blowers are protected from any harassmeiing unfair practice
or treatment
1.4.2 such concerns raised are properly investigated resmbssary action is
taken.
2. Definition

The definition of some of the key terms used is ®olicy are given below.

2.1"Disciplinary Action” means any action that can ta&en on the completion of/
during the investigation proceedings including Imot limiting to a warning,
imposition of fine, suspension from official dutiesany such action as is deemed
to be fit considering the gravity of the matter.

2.2"Fraud Risk Management Committee (FRMC)" meansGbmmittee constituted
by Chairman-cum-Managing Director, under Fraud Rislthagement Policy.



2.3"Nodal Officer" is the officer nominated by Chairmaum-Managing Director,
under Fraud Risk Management Policy, who would repmrthe FRMC, RMC,
Board.

2.4"Investigators" mean those persons authorised,iaggah consulted, including the
police.

2.5"Protected Disclosure” means any communication medegood faith that
discloses or demonstrates information that may emad unethical/ improper
activity or suspected fraud or abuse transaction.

2.6"Subject” means a person against whom a ProtedsadioBure has been made.

2.7"Whistle Blower" means director, employee, and iparin a direct contractual
and/ or fiduciary relationship with the Companyasy other person, making a
Protected Disclosure under this Policy

. Scope and Coverage

3.1All directors, employees and parties in a direchtactual and/ or fiduciary
relationship with the Company or any other persoa,eligible to make Protected
Disclosures under the Policy. The Protected Disckxs must be in relation to
matters concerning the Company and its functioning.

3.2The Policy covers events which have taken placeispected to take place
involving:
3.2.1 Breach of any law or regulation
3.2.2 Criminal offence
3.2.3 Breach of Company’s policies, practices or proceduemployee code of

conduct or rules
3.2.4 Instances of suspected /actual fraud
3.2.5 Manipulation of Company data/ records
3.2.6 Misappropriation of Company funds/ assets
3.2.7 Material misrepresentation made by or on behalhefCompany
3.2.8 Pilferation of confidential information
3.2.9 Abuse of authority by the directors/ employeeshef Company
3.2.10 Any activity which is unethical, biased, illegal aletrimental to the
financial and &/ or reputational interest of thenQuany.
3.3The Policy should not be used for raising frivolonsalicious, unfounded or

baseless allegations.



4. Disqualifications

4.1 Any abuse of the protection under this policy wilarrant disciplinary/ penal
action as decided by Nodal Officer, in consultatath Fraud Risk Management
Committee and referred to the appropriate Authonitth recommendations for
necessary action as deemed fit.

4.2Whistle Blower who makes false or baseless allegati with a mala fide
intention or knowing it to be false or baseless Mdue subject to disciplinary/
penal action, as appropriate, under the relevalgsfuaws and will not be
protected under the policy.

5. Procedurefor lodging complaint/ making disclosure under the Policy

5.1All Protected Disclosures, in the prescribed forrfatnexure A) should be in
writing and sent only by post in a closed/ secugeekelope.

5.2The envelope should be addressed to the Nodal édffiader the Fraud Risk
Management Policy, at Head office, superscribedni@aint under Whistle
Blower Policy” and should be sent to him/ her dilec

5.3If the envelope is not superscribed and closedillinot be possible to protect the
Whistle Blower under the Whistle Blower Policy atind same will be dealt with
as complaint received in the normal course.

5.4 All Protected Disclosures shall be forwarded ur@eovering letter which shall
bear the full identity of the Whistle Blower.

5.5 Anonymous/ pseudonymous disclosures will not bergsihed.

5.6 The text of the Protected Disclosure should befolyedrafted so as not to give
any details or clue as to his/ her identity.

5.7 Protected Disclosure should be factual, specift\arifiable.

5.8 Protected Disclosure should be to a large extenk &hd proper” so as to cause a
meaningful understanding of the subject matteriséldsure.

5.91In order to protect identity of the person, the HBlodficer will not issue any
acknowledgement and Whistle Blowers are advisedmeinter into any further
correspondence in their own interest. The Compasyras that, subject to the

facts of the case being verifiable, it will takeethecessary action, as provided



under the Whistle Blower policy. If any further gfecation is required, the Nodal
officer will get in touch with the Whistle Blower.

6. Procedurefor handling the Protected Disclosure

6.1 All Protected disclosures received will be seriadlytered in a register with full
particulars viz. number & date of receipt of proeec disclosure, brief
contents/allegations in the disclosure, etc.

6.2 The Nodal Officer shall examine the Protected isate material and analyse
the same and if found fit for further action untlés policy, shall put up the same
with supporting notes to the Fraud Risk Managenf@ammmittee and cause
discussions thereto. Persuant to such discusdima$yodal Officer and the Fraud
Risk Management Committee would arrive at a comatugs to how to further
dispose of the said Protected Disclosure.

6.3 All Protected Disclosures forwarded to CVO undes tPolicy will be thoroughly
investigated and investigation report will be sutved to the Nodal Officer. If the
Protected Disclosure is of such nature as to berrexf to Law Enforcement
Agencies, CVO may examine the same and take negesstdon as warranted,
based on credible facts and circumstances disclogéue Whistle Blower.

6.41f an investigation leads the CVO to conclude thatimproper or unethical act
has been committed, CVO shall advice the manageofethie Company to take
disciplinary action.

6.5Concerns expressed anonymously WILL NOT BE usuallestigated BUT
subject to the seriousness of the issue raised,Fthed Risk Management
Committee may decide to cause an investigation fanglard the disclosure to
CVO for further action.

7. Protection
7.1The identity of the Whistle Blower and the identdf the subject will be kept

confidential.

7.2No unfair treatment will be meted out to a WhidBlewer by virtue of his/her
having reported a Protected Disclosure under toi€y

7.3The Company shall not resort to any kind of disanation, harassment,
victimization or any other unfair employment praetibeing adopted against

Whistle Blowers.



7.4Complete protection will, therefore, be given to igifle Blowers against any
unfair practice like retaliation, threat of termtiom/suspension of service,
disciplinary action, transfer, demotion, refusalpobmotion, or the like including
any direct or indirect use of authority to obstrtie¢ Whistle Blower's right to
continue to perform his normal/ allotted dutiesfftions including making further
Protected Disclosure.

7.5Any other person assisting in the said investigasball also be protected to the
same extent as the Whistle Blower.

7.6 Normally the identity of the Whistle Blower is peated under the policy. In the
event of perceived harassment of the Whistle Blolwethe affected employee/
third party, he may file an application before theneral Manager (HR) seeking
redressal in the matter. The authority would theervene suitably to protect the
Whistle Blower.

8. Reporting

The Nodal Officer shall submit a quarterly repartthe Fraud Risk Management
Committee, Risk Management Committee and Boardytadib Protected Disclosures
referred to him/her since the last report togethign the results of investigations, if

any.

9. Date of commencement of the policy
9.1 The policy shall come into force from the finangraar 2013-14.
9.2The Policy will be uploaded in the company’s ineaiand website for notice of
all employees, policyholders and members of thdipub

10. Authority to administer the Policy

The Nodal Officer under the Fraud Risk Managemaeici shall be the authority to
administer the Whistle Blower Policy, under the reight of Fraud Risk Management

Committee of the Company.

11.Review

The policy shall be reviewed on a yearly basis qiaced before the Risk
Management Committee of the Board and the BoaRireictors for approval.



Annexure A

6\

s UNITED INDIA INSURANCE COMPANY LIMITED
Disclosure Form (under Whistle blower Policy)
Name :
Address:
Conatct No. (Landline/ Mobile):
If employee, Employee code/ Department/ Office :

Email ID:

Protected Disclosure

Subject (a person against or in relation to whom }
a Protected Disclosure has been rjade
(Name and other details to be furnished)

Protected Disclosure Details:

Place:
Date:

Signature of the whistle blower



